Solutions for
all of today’s
technology needs.

IT Services

Onsite Computer Services,
Troubleshooting & Repair
Custom Workstation & Server Design,
Assembly & Installation
Data Backup & Encryption
Firewalls, Switches, Routers & Wireless
Server, Workstation & Network Support
VPN & Remote Access

Managed Services

Data Backup & Recovery
Anti Virus & Malware
Content Filtering
Internal Vulnerability Scanning
Security Patch Management
24/7/365 - Security Event &
Log Monitoring
Virtual Support

Healthcare -
Medical & Dental
Practice Management
Software Integration:

Dentrix
Eaglesoft
Easy Dental
Practice Works
SoftDent

Imaging Applications
(arestream
Dexis
Gendex
Patterson
TigerView
XDR

Software Installation, Upgrades,
Database Migrations and Support
Easy Dental & Dentrix Certified Training
Paperless Solutions

ORCADATACOM
Does HIPAA compliance equal security?

Did you know that security breaches are happening much too frequently these
days and fines for these breaches are exorbitant? If a breach can occur with
Anthem Blue Cross, it can surely happen to anyone!

Security done right always equals compliance, but sadly the
reverse is not true and is not sustainable.

The Experience to Do It Right. Orca Datacom’s Security Consultants have over 20 years’ experience
with implementing required technical controls, performing risk assessments, customizing security policies
and procedures, and implementing realistic security programs tailored to meet the specific needs of your
business. Orca Datacom offers you the benefit of a HIPAA / PCl compliance expert on staff to advise and
assist with your information security needs without having to outsource any of this work to third party
sources like many other computer consulting firms.

If you have put off dealing with HIPAA and Security Rule requirements you may be
aware that March 1, 2015 was the HHS deadline for reporting HIPAA compli-
ance breaches. According to the (DA, “Secure electronic transmission of protected
health information is one of the many requirements of the HIPAA Security Rule. A
major component of compliance is a documented risk analysis.”

Orca Datacom will take you through the following steps to compliance so you can rest knowing your
practice has exercised due diligence* to protect your data and your patients:

Step 1: Perform a comprehensive risk assessment of administrative, physical and technical controls.
Step 2: (reate and Implement a custom Security Program, including Security Procedures.

Step 3: Implement a Security Awareness training program.

Step 4: Document and Implement Technical Controls.

Step 5: Implement a Vulnerability Management Program.

*The Breach Notification Rule on the HHS website states: “Covered entities and business associates, as
applicable, have the burden of demonstrating that all required notifications have been provided or
that a use or disclosure of unsecured protected health information did not constitute a breach.”

Be pro-active and safeguard your data and your practice today.

619-795-7992

6161 El Cajon Blvd. Ste B435
San Diego, CA 92115
www.orcadatacom.com
Email: info@orcadatacom.com
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(all today and let us guide you down the path of least resistance to HIPAA compliance with our
common sense and cost-effective approach to information security.



